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Explanatory Notes

Short title

The short title of the Bill is the Counter-Terronsand Other Legislation Amendment Bill
2016.

Policy objectives and the reasons for them

From September 2014, nationally, there has be@&sealation of terrorist related activity with

three terrorist attacks resulting in fatalitiedugther six imminent planned attacks disrupted
and 36 persons being charged as a result of 18reliff operations in relation to counter-
terrorism matters. Australia is facing the moshgigant ongoing threat from terrorism in our

nation’s history. Not only is the threat of tersim increasing it is becoming harder for law
enforcement and intelligence agencies to detectlefeht.

Whilst the threat of hierarchical cells making deth plans for mass-casualty and
infrastructure attacks remain, there is an everemsing threat of low-tech, lone actor, terrorist
attacks. This threat is exponentially harder tougitas there may be no visibility of planning,
little or no direct communication between the tastgroup and the attackers and limited time
delay between intent and action. These low tedclast are often inspired by the terrorist
groups’ public calls for such acts with the peratgrs having tactical freedom to self-initiate
and self-identify their targets based on their by, size and resources.

Due to the nature of terrorism, and even more $lo kggard to low tech terrorism, police often
need to intervene early to prevent a terrorist @cgct on less information than would be the
case in more traditional policing responses. Rightfthe priority for police and intelligence
agencies is community safety. However, this doesecat the cost of being able to fully
identify the nature of the attack, identificatiof al persons involved and enabling the
collection of sufficient evidence to prosecute #hogent on causing harm.

Not all threatened, or actual, acts of violenceirsgiathe community will be immediately

identifiable as terrorism. In fact, it may be sotmae after the intervention, or the attack
occurring, that it is identified that the act waslartaken with an intent of advancing a political,
religious or ideological cause and the attack wasedwith the intention of coercing or

influencing by intimidation, a government or thebpa.
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Threats to community safety are not the sole donediterrorism. Manmade and natural
disasters and criminal acts such as mass murdbntagge and destruction of critical
infrastructure have a devastating impact on societyrder to prevent or minimise the impacts
on public safety, it is essential that governmeanm capidly and effectively respond to
emergencies.

The ability to rapidly acquire relevant informatimncritical for the effective management and
resolution of emergencies. This is particularlydwere lives are in jeopardy. Privacy concerns
or specific legislation prohibiting disclosure ofifermation unnecessarily impedes the
acquisition and use of necessary information tdkenaffective management and resolution of
emergencies. Furthermore, despite liifermation Privacy Act 2009 allowing disclosure of
information to prevent a serious threat to life mrblic safety, or for the prevention,
investigation and prosecution of offences, theeeagencies and organisations who refuse to
provide necessary information due to privacy conedprivate companies are also increasingly
concerned about the potential for adverse publanig civil litigation where they voluntarily
release information to police.

Whilst the Information Privacy Act 2009 provides exemptions for an agency to disclose
information, the Act requires the agency must hiesfsad on reasonable grounds that the
disclosure is necessary. This requires the agenbg provided with sufficient information on
which to form its own determination that the distlce is reasonably necessary. This may lead
to a delay in the agency releasing the informatiearthermore, due to the sensitive or
classified nature of some emergency incidents arghirticular terrorist emergencies, not all
information will be able to be released to the agefor example, information describing the
nature of the threat may identify the existenca bluman source within a terrorist group. As
such, the provision of limited information to thgemcy may be insufficient for their
determination as to whether the disclosure is rsecgs Furthermore, there is also no
requirement for the disclosure of the informatimereif they may be satisfied the disclosure
IS necessary.

There is no legislative basis for police to requarperson who, whilst not being a suspect in
relation to a declared emergency, has intimate kedge of relevant information which is
necessary for the effective management or resolubib the emergency, to provide the
information. Additionally, there is no requireméot a person to keep confidential the fact that
information is being sought from the person, n@r tiature of the information being sought,
even if this disclosure is likely to result in pems being harmed, or seriously prejudicing the
management or resolution of the emergency.

Terrorist emergency powers under Part 2A ofRblelic Safety Preservation Act 1986 (PSPA)
enable a terrorist emergency forward commandeettace a terrorist emergency for a stated
area (the ‘declared area’). However, the declared & to be the smallest area necessary to
effectively manage the terrorist emergency ther@hiting the area in which the terrorism
emergency powers can be used. Dependant on thenstances of the terrorism emergency,
persons may be evacuated to another area withidebkared area’ for reception, identification
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and assessment; and to ensure their safety andareielHowever, depending on the
circumstances of the terrorist emergency, therebsiincidents where persons will need to be
evacuated some distance from the terrorist emeygsite. This will either necessitate a
considerable expansion of the declared area fotetinerist emergency or result in police no
longer being able to exercise terrorist emergermmuygps to protect persons from further harm
and effectively manage and control the evacuateeeption, identification and assessment of
evacuated persons. Similarly, following a terroaséent, persons will self-evacuate from the
terrorist emergency site and the declared aredhirterrorist emergency may need to be
considerably expanded to ensure police are abkxé¢ocise terrorist emergency powers to
protect persons from harm and ensure they are ppately assessed. Furthermore, due to the
possibility of secondary devices and the poteribalterrorists to be amongst evacuated
persons, it poses an unacceptable risk for potideetunable to manage the evacuation and
reception, identification and assessment of evacupg¢rsons.

The PSPA enables a terrorist emergency forward cmder to declare a terrorist emergency
for a maximum period of seven days. The PremierthedMinister may extend the terrorist
emergency but are limited to a maximum additiorales days. This limitation applies
irrespective of the continuation of the threat ofearorist act or a secondary terrorist act
occurring. The Premier and Minister are furtherit@d in that they may only extend the
terrorist emergency if they are satisfied the testemergency still exists and it is necessary
for police to continue to exercise terrorist emeyepowers to protect life or health at serious
risk. This doesn’t enable the terrorist emergeicygHift if the nature, ongoing, or new threat
poses a risk to critical infrastructure.

Police must be able to respond to emergenciestivitimaximum speed and effectiveness to
preserve life, protect property and the environmdrte Counter-Terrorism and Other

Legislation Amendment Bill 2016 (the Bill) makesnamber of amendments which are

designed to improve the management and resolutioentergencies by enabling the

Queensland Police Service to rapidly gather infdiona obtain authorisations and exercise
powers in an endeavour to mitigate or minimiseitiggacts of emergency situations; including
natural disasters, accidents and criminal actitarsgrist emergencies or chemical, biological
and radiological emergencies.

The Terrorism (Preventative Detention) Act 2005 (TPDA), whilst designed to enable early
intervention regarding an imminent or recent testact, does contain a number of provisions
which inhibit police officers from obtaining an fial Preventative Detention Order (PDO) in
urgent circumstances. Currently a police officeikkimg an urgent application for an initial
order must have completed a written applicationrio making the application by telephone
or other electronic means. Police officers reactingn unfolding terrorist incident or threat of
a terrorist act would unlikely be able to prepaxerditen application resulting in a delay in the
application being made. Also the TPDA does not EnaliProhibited Contact Order (PCO) to
be made at the same time as the PDO applicatiobwasonilar method.
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Additionally, police responding to terrorist emeanges may need to intervene to prevent a
terrorist act from occurring prior to establishihg identity of all persons involved. The TPDA

requires that a PDO must state the name of theopdms whom the order is made. This

prevents PDOs from being made in circumstancesemhername of the person is not known,
or where the person is only able to be identifigcabas, partial name, physical description,

including by surveillance photographs.

Section 8Q (Power to direct officers of governmagencies) of the PSPA enables the
Commissioner or a Deputy Commissioner of Policenemage and control the response of
government agencies to a terrorist emergency, meddgrections to an officer of a government
agency to do an act or perform a function; or foare from doing an act or performing a
function. Prior to a direction being given the aggemust be consulted. Whilst there is merit
with the requirement for the agency to be consutiedr to directions being given to their
officers, the process is cumbersome and can intfieitability of the terrorist emergency
forward commander’s ability to manage the respaviti@n the declared area and ensure the
safety of emergency responders and the broader caityn

Currently a terrorist emergency officer has the @otw search a vehicle within a declared area
due to application of the powers of an emergenayroander under section 8 (Powers of
emergency commander). However, unlike the powesetarch a person under section 8N
(Power to search person without warrant), sectidaes not provide a power to stop and search
a vehicle that is about to enter, or is reasonaibbpected of having just left, a ‘declared area’.

Part 4 (General provisions) of the PSPA provides dpecific protections and rights to
employees who are absent from their work becauserellevant direction given under Part 2
(Emergency situation) and Part 3 (Chemical, biadaband radiological emergencies). It also
contains a scheme to enable a person to seek ceatemnwhere they have suffered a financial
loss through their property being surrendered uadesource surrender direction or damaged
or destroyed through use of powers under PartddZaimhe PSPA does specifically provide
that these provisions would apply as a result afgieance with relevant directions given under
Part 2A (Terrorist emergency). Similarly, Part Zedmot clearly extend the protection from
liability for officials and evidentiary provisiorte Terrorist emergencies.

Corrective Services Act 2006

The Bill amends theCorrective Services Act 2006 (CSA) to support efficiencies in the
operational practices relating to the delivery @lth services to prisoners, the management of
corrective services facilities (including prisoneend the supervision of offenders in the
community.

Police Powers and Responsibilities Act 2000

The Bill amends th&olice Powers and Responsibilities Act 2000 to enable Commonwealth
intelligence agencies to apply to the Supreme G@ueensland, under the Commonwealth’s
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assumed identity legislation contained in Part @@he Crimes Act 1914 (Cth), for approval
to create a birth certificate for an assumed idgnti

Achievement of policy objectives

The Bill achieves the objectives by amending thiewing Acts:
. Corrective Services Act 2006;

. Police Powers and Responsibilities Act 2000;

. Public Safety Preservation Act 1986; and

. Terrorism (Preventative Detention) Act 2005.

Corrective Services Act 2006

The Bill achieves its objective to support efficzers in the operational practices relating to the
delivery of health services to prisoners, the manant of corrective services facilities
(including prisoners) and the supervision of offersdn the community by amending the CSA
to:

. Allow registered nurses as an alternative to dedtmconduct, at the prescribed intervals,
the examination of prisoners under safety ordemximum security orders, criminal
organisation segregation orders and separate eonéint orders;

. Clarify that a corrective services officer may ad@ometric identification system for the
purpose of the identification of a prisoner;

. Clarify that a prisoner’s or visitor's biometricfarmation that is captured, including by
the individual submitting to a biometric identiftaazn system (including any data created
of such information) is information the chief exéea of corrective services may keep
and must destroy as provided in the CSA;

. Expand the offence for a prisoner to fail to obtdia written permission of the chief
executive of corrective services before applyinghange the person’s name so that it
applies to a name change application in any Auatrglirisdiction, not just Queensland;
and

. Clarify the existing exception to a prisoner’s tigb request a reconsideration of a
transfer decision that is an initial placement su#able facility also includes a transfer
decision to move a remanded prisoner following esece to another corrective services
facility for the purpose of determining the mositahie facility for the prisoner’s initial
placement.
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Police Powers and Responsibilities Act 2000

The Bill amends théolice Powers and Responsibilities Act 2000 enabling Commonwealth
intelligence agencies to apply to the Supreme Grueensland, under the Commonwealth’s
assumed identity legislation contained in Part #@he Crimes Act 1914 (Cth), for approval

to create a birth certificate for an assumed idgnti

Public Safety Preservation Act 1986

The Bill will amend thePublic Safety Preservation Act 1986 enhancing public safety through
augmenting counter-terrorism and emergency managgpogvers, ensuring police can
rapidly and effectively respond to and resolve eyaecies. The Bill achieves this through:

enabling police, during a declared emergency saoaterrorist emergency or chemical,
biological and radiological emergency, to require provision of information which is
necessary for the management or resolution oftergency and creating offences for
contravening the requirement, giving false or nadiag information and disclosure
offences;

clarification that the declaration of an area sumnaing a moving activity for a terrorist
emergency includes a stated area around a parteison;

enabling the terrorist emergency to be extendedrm{4 days and up to 28 days by the
Premier and the Minister for Police, Fire and Emreeqy Services and Minister for
Corrective Services and thereafter only by regoihgti

enabling the appointment of a Terrorist Emergenegdption Centre Commander and
declaration of a Terrorist Incident Reception Centne route or method of transportation
and a place where persons self-evacuate to, asasepdeclared evacuation areas’ for a
terrorist emergency;

extension to the power to stop and search, witivaatant, a motor vehicle, other vehicle,
ship, vessel, aircraft or railway rolling stock ttha about to enter or is reasonably
suspected of having just exited a ‘declared am@aafterrorist emergency;

removing the requirement for consultation with asgr@ment agency prior to giving
directions to officers of the agency, in urgentemstances or for the safety of the officer
given the direction or the safety of other persons;

amending the power to control movement of persangd a terrorist emergency to
ensure that a direction given is withdrawn when glgince is no longer reasonably
necessary;

amending the power to search persons and vehioeégawer to require name and
address during a terrorist emergency by repladiegwords ‘has just left’ with ‘has
recently left’ to overcome possible legal argunmesnto what is meant by the word ‘just’;
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amending the power to seize things from a persoimgla terrorist emergency to ensure
that police can seize anything that may be usediise harm to any person,;

amending the power to require a person’s name dahekss to include their date of birth;

clarifying a cross reference in the definition Biergency situation’ and ensuring that
the definition applies to intentional incidentsaiddition to accidents;

clarifying that the protection of employment righitsd compensation for use of, damage
to, or destruction of property, apply to relevaimections given and exercise of powers
under Part 2A (Terrorist emergency); and

ensuring the protection from liability provision dathe evidentiary provisions of the
PSPA apply to terrorist emergencies.

Terrorism (Preventative Detention) Act 2005

The Bill will amend theTerrorism (Preventative Detention) Act 2005 to enhance public safety
through augmenting counter-terrorism and emergenagagement powers, ensuring police
can rapidly and effectively respond to, and resodveergencies. The Bill achieves this by:

enabling a Preventative Detention Order (PDO) tmbde in respect of a person whose
real name is not known, provided the person is bl identified as the subject of the
PDO;

enabling police to require a person, who is suggkech reasonable grounds of being the
subject of a PDO, to state their name, addresslatadof birth;

enabling the taking and use of identifying part@eslto establish or confirm the identity
of a person who is detained under a PDO; and

extension of the power for a police officer to make application by phone or

electronically etc. to include Prohibited Contactl€s and removing the requirement
for preparation of a written application prior t@aking an urgent application for an initial

order for a PDO.

Alternative ways of achieving policy objectives

There are no alternative means of achieving theyalbjectives other than by legislative
reform.

Estimated cost for government implementation

There are no foreseeable increased financial irmfptios for government expenditure resulting
from the implementation of this proposal.
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Consistency with fundamental legislative principles

The Bill has been drafted with due regard to thelamental legislative principles outlined in
the Legislative Sandards Act 1992 (LSA). However, there are a number of provisiohthe
Bill that are inconsistent with the fundamentaliséagive principles. These provisions and
explanations for the inconsistencies are addressiea.

Corrective Services Act 2006

Legislation should have sufficient regard to the ghts and liberties of individuals —
Legislative Standards Act 1992ection 4(2)

Clause 3 (Amendment of s.10 (Record of prisonegisits)

Section 10 of the CSA provides that the chief ekeeumust establish a record of each
prisoner’s details, which include details aboutittentification of the prisoner. For the purpose
of section 10, the term ‘prisoner’ includes a parsabject to a community based order. For
the identification of the prisoner a corrective véegs officer may take a photograph,
fingerprint, palm print, footprint, toeprint, eyeimt or voiceprint from a prisoner. Clause 3
amends section 10 to make it clear the power tectablentifying information from a prisoner
includes the form of such information that is colésl by biometric identification systems. The
amendment is intended to accommodate technolagiv@nces in the collection of identifying
information rather than expand the existing power.

Fundamental legislative principles require thatredor a person’s rights and liberties include
a person’s right of privacy. This amendment dogéschange the nature of the potential impact
on a person’s privacy that exists under the cursention 10 of the CSA. It is necessary that
an accurate record of each person under the chexfuéve’s supervision, which includes
biometric information, is created to support cotirerservices officers in the verification of
the identity of prisoners during their period ofgrisonment and when being supervised in the
community. In recognition of the potential impact & prisoner’s right to privacy, section 10
of the CSA provides that biometric information mbst destroyed if a prisoner is found not
guilty of an offence for which the prisoner is lgpohetained or if the proceedings for the offence
for which the prisoner is being detained is distargd or dismissed. In addition, section 341
of the CSA limits the disclosure of information lested under section 10 to particular
circumstances. For example, disclosure is allowedhfe purposes of the CSA or to discharge
a function under another law. It is an offence pbable by 100 penalty units or two years
imprisonment to disclose information contrary totsm 341 of the CSA.

Clause 4 (Amendment of s 27 (Change of name))

Clause 4 amends section 27 of the CSA to extentetiilgrement that a person in the custody
of the chief executive of corrective services’ mssek the permission of the chief executive
prior to submitting an application to change th@me so that it applies to an application in
any Australian jurisdiction. This amendment mayeeffa person’s rights and liberties. The
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amendment does not change the nature of the pedsibach of fundamental legislative
principles that exists with the current section™7e possible breach of fundamental legislative
principles must be balanced against the need irememmunity safety by enabling the chief
executive, at all times, to be informed of any @emin a prisoner’'s name. This is necessary
so that the chief executive has accurate informatceffectively supervise prisoners released
on parole orders; provide accurate informationvfotims on the eligible persons’ register; and
to ensure that the chief executive is holding adrigformation in relation to any prisoner in
custody (which includes a person released on parole

Clause 8 (Amendment of s 71 (Reconsidering dedision

Clause 8 amends section 71 to clarify the existixgeption to a prisoner’s right to request a
reconsideration of a transfer decision. Currerlgrisoner cannot request a reconsideration of
a transfer decision that is the initial placemdra prisoner following admission to a corrective
services facility. The amended section 71 clarified this exception includes:

. a transfer to move a prisoner (who has been helcewrand) following the prisoner’s
sentence to imprisonment if the transfer is to ss#ee prisoner and determine the most
suitable corrective services facility in which ttage the prisoner during his or her
imprisonment; and

. the subsequent transfer to place the prisonerathan corrective services facility after
the above-mentioned assessment of the prisonexdeasred.

The amendment to section 71 potentially impactgherrights and liberties of prisoners. The
amendment sufficiently defines the administratiwver that is exempt from review. The
potential infringement on a prisoner’s rights aitzbities by exempting the administrative
decision from review ought to be balanced agaihst ieed to ensure the safety of the
community and staff; as well as the security anaidgarder of corrective services facilities. In
order to meet these safety and security needsa@dessary for the chief executive of corrective
services to be able to determine the initial accouaion that will be most suitable for the
prisoner at the time a prisoner is admitted to alifa following sentence to a period of
imprisonment. If this initial placement decisiontlé prisoner was reviewable, the correctional
system would potentially become unworkable.

Public Safety Preservation Act 1986

Legislation should have sufficient regard to the ghts and liberties of individuals —
Legislative Standards Act 1992ection 4(2)

Clause 28 (Insertion of new pt 2, div 3)

Clause 28 inserts new section 8AE (Making of infation requirement) which authorises the
emergency commander or a police officer actingheeimergency commander’s instructions,
during the period of an emergency situation, taneqgthe provision of information which is

necessary for the management or resolution of mhergency situation. This power is also
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extended to the terrorist emergency forward comragiide TERC commander, and the CBRE
commander and police officers acting on the releeammander’s instruction. This may be
seen as being inconsistent with the rights andtldgseof individuals.

However, the power in section 8AE is consideredifjad in the circumstances, particularly
given the safeguards reflected in sections 8AEAR.8An information requirement can only
be given during the period of the declared emergesituation, terrorist emergency or
chemical, biological and radiological emergency andy if the commander is satisfied on
reasonable grounds that a person may be able ¢éorfiormation and that the information is
necessary to manage or resolve the declared enogrgém managing and resolving
emergencies, police would not normally have theityof time which may be afforded during
more traditional policing responses. This is pattdy the case where police are trying to
prevent an imminent terrorist attack. Due to thtureaof terrorism, and even more so with
regard to low-tech terrorist attacks, police wiltem need to intervene early to prevent the
attack from occurring. This does come at the cbabbbeing able to fully identify the nature
of the attack and identification of all personsdived. In responding to emergencies, it is
considered that the rights of the individual arénaighed by the public interest in ensuring
police can effectively and quickly manage and nesotleclared emergencies thereby
minimising or mitigating the endangerment of thealtte and safety of the community,
destruction of property or pollution of the envinoent.

Furthermore, section 8AE(1)(b) further limits theewof the information requirement power to
when it is not practicable, in the circumstanceshef emergency, to obtain the information
from the person other than under an informatiomiregnent power.

The information requirement scheme creates offerfoesa person to contravene the
information requirement, giving false or misleadimformation, and disclosing to an
unauthorised person the fact that an informatiguirement had been made or the nature of
the information sought. The maximum penalty forghepliciter offence is 40 penalty units or
12 months imprisonment. Each offence contains eugistance of aggravation where the
person commits the simpliciter offence and intetadsknows or is reckless as to whether,
committing the offence will, seriously endanger tealth or safety of any person, cause
serious damage to property, cause serious pollttidhe environment or seriously prejudice
the effective management or resolution of the dedl@mergency. The maximum penalty for
the circumstance of aggravation is 10 years imprignt. This is the maximum penalty, and
the actual penalty imposed is at the discretiothefcourt taking into account all the relevant
individual circumstances of the particular case.

The level of penalty is appropriate and necessamg ability to rapidly acquire relevant
information is critical for the effective managerhand resolution of emergencies. Where a
person is not motivated to provide police with mf@ation to preserve life or prevent mass
property destruction, the maximum penalty of 10rgemprisonment is indispensable in
deterring persons from failing to comply with timéarmation requirement. This is particularly
the case where the person is reluctant to pro\hdertformation due to misplaced loyalty
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because of friendship or family connections. Furtiee, the person’s right to silence is far
outweighed by the public interest in preventing tlealth or safety of the community from

being seriously endangered, serious damage beusgddo property, serious pollution of the
environment or seriously prejudicing the effectmanagement or resolution of the declared
emergency.

To further safeguard the rights of individuals,tsec8AE(7) specifically prohibits the giving

of an information requirement to a person who asomably suspected of having committed

an indictable offence that is directly related e tleclared emergency. Furthermore, section
8AF (Person to be informed of relevant mattersyiges that the person must be advised of
the factors outlined in section 8AF(3), includirmt it is a reasonable excuse for the person
not to give the information, if giving the infornam might tend to incriminate the person or

expose them to a penalty or where the informatidhe subject of legal professional privilege.

Section 8AQ (Protection from liability for givingfiormation) further safeguards a person who
provides information in compliance with the infortioa requirement, or who provides
information to the person who is complying with théormation requirement, by protecting
them from any criminal or civil liability. Furtherone, the person cannot be held to have
breached any code of professional etiquette orcethr to have departed from accepted
standards of professional conduct.

Clause 40 (Replacement of s 8L (Grounds for exem@igpower))

Clause 40(1) replaces section 8L and omits theirgisequirement for the exercise of terrorist
emergency powers by a terrorist emergency officexccur ‘and, unless otherwise provided,
only in a declared area’. The omission of ‘andesalotherwise provided, only in a declared
area’ removes contradictions with provisions thatvpgle a power to give a direction to a
person outside of a declared area and powersataelto searching persons and vehicles that
are about to enter or are reasonably suspectedvirfidhrecently left a declared area for the
terrorist emergency or declared evacuation area. @dwer to give directions to persons
outside of a declared area is justified in thewimstances of managing terrorist incidents,
whereby the power to search and control movemepergons about to enter a declared area
is necessary. The information requirement powefaroed under new section 8AE is also not
restricted in terms of the areas in which it may eéxercised. Section 8L(1) retains the
safeguards and includes specific grounds for tleecese of power under new section 8M.

Legislation should not confer immunity from proceedng or prosecution without
adequate justification —Legislative Standards Act 1992 4(3)(h).

Clause 28 (Insertion of new pt 2, div 3)

New section 8AQ (Protection from liability for gig information) provides protection from
criminal or civil liability or liability under an dministrative process to a person who gives
information under an information requirement or vgiges information to a person of whom
an information requirement was made to help thia¢moperson comply with the information
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requirement. This could be considered to be a breathe fundamental legislative principle
that legislation should not confer immunity fromopeeding or prosecution without adequate
justification.

However, it is considered that adequate justiftcafor the protection provided by section 8AQ
exists. Persons to whom an information requiremerdgiven are required to provide the
information and should not be exposed to liabdiya result of compliance with an information
requirement. Therefore, it is considered reasonldliesuch persons should be protected from
liability as a result of the provision of the infioation. The protection only applies if the person
acted honestly and without negligence.

Clause 54 (Amendment of s 47 (Protection from ligh)

Clause 54 amends section 47 to extend the curretggtion from liability provided in that
section to also apply to a terrorist emergency camder, a terrorist emergency forward
commander, a terrorist emergency reception ceptrenander, the commissioner, the deputy
commissioner or a relevant police officer. Thisgmbitally breaches the fundamental legislative
principle that legislation should not confer immiyrfrom proceeding or prosecution without
adequate justification.

This amendment has been made to provide a consgsiatiection from liability for persons
acting under the Act. The amendment ensures dfiaating under part 2A (Terrorist
emergency) of the Act are provided with the sanmegations as officials already covered in
section 47 of the Act. The extension of the praoecof liability is considered justified due to
the nature of terrorist emergencies. It is impdrfan officials to be able to exercise powers
and perform actions under the Act without fearitogation, particularly given the urgent and
high-pressure nature of terrorist emergencies.prbtection only applies if the act is done or
omission is made in good faith and without neglggen

Legislation should only allow the delegation of adimistrative power in appropriate cases
and to appropriate persons -Legislative Standards Act 1992 4(3)(c).

Clauses 36 (Replacement of s 8H (Extension of fistremergency beyond 7 days to a
maximum of 14 days))

Clause 36 inserts new sections 8H (Extension ofrist emergency beyond 7 days) and 8HA
(Extension of terrorist emergency beyond 28 dayshtble extension of a terrorist emergency.
Section 8H enables the Premier and the Ministe&xtend a terrorist emergency beyond the
initial seven days, up to a maximum of 28 daysyupyo seven day increments. Section 8HA
enables the terrorist emergency to be further ety regulation if the circumstances of the
terrorist act or threats of further terrorist anecessitate the continuation of the terrorist
emergency. Each regulation can only extend theristemergency by a maximum of 14 days

Allowing the extension of a terrorist emergencyp&made by the Premier and Minister or by
regulation could be considered to breach the furestdah legislative principles that legislation
should only allow the delegation of administratipewer in appropriate cases and to
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appropriate persons and that legislation shoulde leufficient regard to the institution of
Parliament.

The power of the Premier and the Minister is limite extending the terrorist emergency for
periods of up to seven days therefore requiringleegeassessments of the use of the terrorist
emergency powers based on operational need. Thigy &biextend the terrorist emergency is
also subject to the requirement in section 8l figlavant person to end the terrorist emergency
if satisfied that it is no longer necessary forigmlofficers to continue to exercise terrorist
emergency powers to maintain public safety, prdtecor health at serious risk or to protect
critical infrastructure.

Legislation should not reverse the onus of proof inriminal proceedings without adequate
justification — Legislative Standards Act 1992ection 4(3)(d)

Clause 28 (Insertion of new pt 2, div 3)

Clause 28 inserts new section 8AG (Offence to ewetne information requirement) which
creates an offence for a person who fails to comyjilly an information requirement. Section
8AG(4) provides that it is a defence to a prosecutor an offence for the person to prove that
the person:

(a) could not reasonably comply with the inforraatrequirement within the period stated in
the requirement;

(b) took reasonable steps to comply with the mfation requirement; and

(c) gave the information sought under the infoforatequirement as soon as practicable after
the period for compliance stated in the requirement

The effect of section 8AG(4) is that the onus afgdris reversed and it is considered that there
is adequate justification for this, as the factmrswhich the reversal applies are uniquely in

the knowledge of the defendant and difficult fog tbrown to prove otherwise. This section is

also consistent with section 76 (Proof of negagitee) of theJustices Act 1886 which provides,

in relation to simple offences, that it is not resaay for the prosecution to prove the negative,
but that the defendant shall be called upon to etbe affirmative thereof in the defendant’s

defence.

Clause 56 (Amendment of s 48 (Evidentiary provis)®n

Clause 56 amends section 48, extending the evatgrgrovisions to appointments, signatures
and documents made under Part 2A (Terrorist emewyeri thePublic Safety Preservation
Act 1986. The extension of the existing evidentiary prowisiéo appointments, signatures and
documents made under Part 2A is consistent witreiging evidentiary provisions of the
Act.
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Terrorism (Preventative Detention) Act 2005

Legislation should have sufficient regard to the ghts and liberties of individuals —
Legislative Standards Act 1992ection 4(2)

Clauses 60 (Amendment of s 14 (General provisibas dpply if the PIM must be naotified
about an application to the issuing authority))(Afhendment of s 15 (Application for initial
order)), 68 (Replacement of s 79 (Obtaining ordgrtelephone or similar facility)).

Clause 68 omits current section 79 and inserts sestions 79 (Electronic application in
particular circumstances), 79A (Oral applicationifatial order in urgent circumstances), 79B
(Recording of particular applications for initiatder) and 79C (Additional procedure if
electronic application). The new sections exteral gbhwer of a police officer to make an
application by phone, fax, email, videoconferenciradio or another form of electronic
communication for a PDO or a PCO. New section #owes the requirement for the
preparation of a written application prior to maken urgent application for an initial order.

As a consequence of enabling oral applicationsifoinitial order to be made, clauses 60 and
61 make consequential amendments to sections lfe(@eprovisions that apply if the PIM
must be notified about an application to the isgwnthority) and 15 (Application for initial
order). Section 14 requires the applicant to ghesRublic Interest Monitor (PIM) a copy of
the application. Section 15 requires the applicator an initial order to be in writing.

Allowing an application to be made without the f@egtion of a written application could be
considered to be inconsistent with the fundamdataslative principle that legislation should
have sufficient regard to the rights and liberiedgndividuals. In particular, section 16(1)
requires the applicant for an initial order to ipthe PIM of the application and section 14(2)
requires the applicant to give the PIM a copy & #pplication. If no application is to be
prepared, this could reduce the effectivenessafaes 16(1) and 14(2) as a safeguard to the
individual.

The potential inconsistency with the rights anefiles of the individual is considered to be
justified in the circumstances. The application carty be made in urgent circumstances
whereby making a written application for an init@der may unnecessarily delay a police
officer from taking a person into custody under@CP In circumstances where the police
officer is acting to prevent an imminent terroast or to preserve evidence following a recent
terrorist act, any delay should be avoided anddaupact the safety of the community at
large. This delay may necessitate the releasgyefson involved in an imminent terrorist act
or arecent terrorist act. In these circumstartbesyeed to preserve the safety of the community
must outweigh the rights of the individual. Additadly, section 17(5) limits the period of
detention under an initial order to a maximum peid 24 hours.

Section 79B(2) also provides a safeguard in relatiothe making of an application in these
circumstances. Section 79B(2) provides that theingsauthority must either make an audio
or visual recording of the application or direce thpplicant to make an audio or visual
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recording of the application, or as soon as redslgmaacticable after the application has been
made, make a written record of the applicationigatl the applicant to make a written record
of the application. Furthermore, section 79A(3) uiegs the police officer making the
application to address each matter that is requiredwritten application. These safeguards
are considered to be a sufficient compromise arsiires the rights of the individual are
addressed as soon as practicable.

Consultation

Consultation on the Bill was undertaken with thibofeing community stakeholders:

. Australian Medical Association Queensland;

. Aboriginal and Torres Strait Islander Legal Seryice
. Chamber of Commerce and Industry Queensland;
. Queensland Council for Civil Liberties;

. Queensland Law Society;

. Legal Aid Queensland;

. Prisoners Legal Service;
. The Public Interest Monitor; and
. Bar Association of Queensland.

In relation to the amendments to Derrective Services Act, the following stakeholders were
consulted:

. Queensland Nurses Union,;
. Sisters Inside;

. Catholic Prison Ministry; and
. Women'’s Legal Service.

Consistency with legislation of other jurisdictions

Corrective Services Act 2006

Amendments to the CSA does not relate to a uniforrmomplementary legislative scheme
with other jurisdictions.

Page 15



Counter-Terrorism and Other Legislation Amendment Bill 2016

Police Powers and Responsibilities Act 2000

Amendments to chapter 12 of the PPRA (Assumed iig¢rio enable Commonwealth
intelligence agencies to obtain birth certificate &n assumed identity.

The assumed identity legislation of New South Walésstern Australia and Tasmania enable
ASIO and ASIS to obtain birth certificates as ewicke of assumed identities.

Public Safety Preservation Act 1986

Clause 36, amending section 8Q (Power to direates of government agencies). New South
Wales, Victoria, Western Australia, Tasmania, NenthTerritory and the Australian Capital
Territory all provide police with the power to ditegovernment agencies, without the need for
consultation with the agency, in their terroristezgency powers.

Terrorism (Preventative Detention) Act 2005

Clause 62, amendment to section 17 (Issuing atyhonay make initial order). The
Commonwealth preventative detention legislationilsity enables Preventative Detention
Orders to be made where the name of the persast isnown.

Clauses 68 replacement of section 79 (Electronptiagiion in particular circumstances) and
insertion of new sections 79A (Oral applicationsifatial order in urgent circumstances), 79B
(Recording of particular applications for initiafder) and 79C (Additional procedure if
electronic application). Both the New South Waled €ommonwealth equivalent legislation
permits Preventative Detention Order and Prohilitedtact Order applications to be made by
telephone and other means and enable an urgentatmpl to be made without a written
application having first been prepared.
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Notes on provisions

Part 1 Preliminary
1. Short title

Clause 1 provides that, when enacted, the Billlvéltited as th€ounter-Terrorismand Other
Legislation Amendment Act 2016.

Part 2 Amendment of Corrective Services Act 2006

2. Act amended.

Clause 2 provides that Part 2 amendsQbe ective Services Act 2006.
3. Amendment of s 10 (Record of prisoner’s details

Clause 3 amends section 10 (Record of prisonetalgle Subclause (1) amends section 10(2)
to clarify that for the identification of a prisana corrective services officer may collect and
store the prisoner’'s biometric information, inclugliby way of a biometric identification
system.

Subclause (2) amends section 10(3) to clarify thatprisoner’s biometric information, and
any data about the biometric information storea iniometric identification system must be
destroyed in accordance with the circumstancesedtin section 10(3).

Subclause (3) amends section 10(4) to clarifytti@prisoner’s biometric information and any
data about the biometric information stored in @ntetric identification system must not be
destroyed in the circumstances outlined in sectio@).

4, Amendment of s 27 (Change of name)

Clause 4 amends section 27 (Change of name) sa geason in the chief executive’s custody
must obtain the chief executive’s written permiasi®fore applying to change the person’s
name under th8irths, Deaths and Marriages Registration Act 2003 or an equivalent law of
another State providing for the registration ohargge to the person’s name.

Subclause (2) amends section 27(3) to reflecteahambering in section 27(1).
5. Replacement of s 57 (Medical examination)

Clause 5 replaces section 57 (Medical examinataong inserts a new section 57 (Health
examination). The new section 57 (Health examimtwovides that a doctor or a nurse must
examine, for any health concerns, a prisoner thgestiof a safety order. The frequency of the
examinations continues to be as soon as practiedglethe order is made; and subsequently,
at intervals that are, to the greatest practicaktent, of not more than 7 days. The provision
continues to ensure that a prisoner’'s medical n@edssiding mental health) are not neglected
or overlooked during the period he or she is oafatg order.
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6. Replacement of s 64 (Medical examination)

Clause 6 replaces section 64 (Medical examinataong inserts a new section 64 (Health
examination). The new section 64 (Health examimtwovides that a doctor or a nurse must
examine, for any health concerns, a prisoner thgestiof a maximum security order. The
frequency of the examinations continues to be as as practicable after the order takes effect
and thereafter at intervals that are, to the gse@t@cticable extent, of not more than 28 days,
and as soon as practicable after the order ceadesve effect. The provision continues to
ensure that a prisoner's medical needs (includirental health) are not neglected or
overlooked during the period he or she is on a mar security order.

7. Replacement of s 65C (Medical examination)

Clause 7 replaces section 65C (Medical examinaton)inserts a new section 65C (Health
examination). The new section 65C (Health exanomdtprovides that a doctor or nurse must
examine, for any health concerns, a prisoner sulipea criminal organisation segregation

order (COSO). The frequency of the examinationgicaas to be as soon as practicable after
the COSO takes effect and subsequently (to thdagieaxtent practicable) at intervals of not

more than 28 days, and as soon as practicable tatteorder ceases to have effect. The
provision continues to ensure that a prisoner’sioateeds (including mental health) are not
neglected or over looked during the period he eriston a COSO.

8. Amendment of s 71 (Reconsidering decision)

Section 71 currently provides that a prisoner camaquest a reconsideration of a transfer
decision that is the prisoner’s initial placemeftéisadmission to a corrective services facility.

Clause 8 amends section 71 (Reconsidering decistajclause (1) amends section 71(1)(a)
to clarify that a prisoner cannot request a reamrsition of a transfer decision if it is a

prisoner’s preliminary transfer or the prisonerigial placement.

Subclause (2) amends section 71(6) by insertingdedimitions for the terms initial placement
and preliminary transfer. A preliminary transfethe transfer on sentencing of a prisoner who
has been held on remand if the purpose of theferaissto assess and determine an appropriate
corrective services facility to place the prisodering his or her imprisonment. The initial
placement of such a prisoner is the subsequerdfé&nranf the prisoner to another corrective
services facility following the above-mentionedesssnent. The initial placement of a prisoner
who is first admitted into a corrective servicesilfty on being sentenced to imprisonment for
an offence, is the transfer of the prisoner to lagiotorrective services facility after first being
admitted.

9. Amendment of s 121 (Separate confinement)

Clause 9 amends section 121 (Separate confinenweptpvide that a doctor or nurse must
examine the prisoner subject to a separate conénefar any health concerns. The frequency
of the examinations continues to be as soon asigaihte after the order takes effect and ceases
to have effect. The provision continues to enshes & prisoner’s medical needs (including
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mental health) are not neglected or over looked assult of the prisoner being placed on
separate confinement.

10. Amendment of s 160 (Identification of visitor)

Clause 10 amends section 160(2) (Identificationisitor) to ensure a consistent use of the
term “identification system procedures” which i®dsn section 160(1).

11.  Amendment of s 162 (Proof of identity)

Clause 11 amends section 162 (Proof of identityjadfy the visitor's biometric information
the chief executive of corrective services may k@dpen provided by the visitor as proof of
the visitor’'s identity) and must destroy (when tieef executive is satisfied it is no longer
required) includes any data stored in a biometi@ntification system.

12. Amendment of sch 4 (Dictionary)

Clause 12 inserts into schedule 4 (Dictionary) hgerting a definition for ‘biometric
identification systemand ‘biometric informationfor the purposes of sections 10, 160 and 162
The terms allow for the collecting and storing gfeason’s photograph and information about
a person’s hands, feet, eyes or voice that is thigestan or print.

Part 3 Amendment of Police Powers and Responsiliies Act 2000

13.  Act amended.

Clause 13 provides that Part 3 amend<Piece Powers and Responsibilities Act 2000.
14.  Amendment of s 280 (Definitions for ch 12)

Clause 14 amends section 280 (Definitions for ch Ay inserting definitions of ‘chief
executive officer, ‘intelligence agency and ‘itltgence officer’. These definitions are
necessary for, and a consequence of, amendmerdngnidne Australian Secret Intelligence
Service and the Australian Security Intelligenceg@isation to obtain birth certificates for
assumed identities.

15. Amendment of s 289 (Order authorising creatiof birth certificate for assumed
identity under corresponding authority)

Clause 15 amends section 289 (Order authorisingtioreof birth certificate for assumed
identity under corresponding authority) to enablee tchief executive officer of a
Commonwealth intelligence agency to apply to thpr&me Court of Queensland for a birth
certificate approval under Part IAC (Assumed id#gg) of theCrimes Act 1914 (Cth) for the
creation of a birth certificate for an assumed idgnPursuant to Part 2 of Schedule 4
(Corresponding laws) of tHeolice Powers and Responsibilities Regulation 2012, Part IAC of
theCrimes Act 1914 (Cth) is a corresponding law to Queensland’s asslinentity legislation.
Part IAC of theCrimes Act 1914 (Cth) provides for the acquisition and use of assu
identities for Commonwealth law enforcement anelligence agencies. It also provides for
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the periodic review of each authority to acquirel arse an assumed identity and imposes
obligations relating to compliance and monitoring.

16.  Amendment of s 290 (Giving effect to birth ceificate approval)

Clause 16 amends section ZBlving effect to birth certificate approval) as@sequence of
the amendment to section 289 to enable an intaltigefficer named in the birth certificate
approval to create a birth certificate. Section 2B® requires the registrar-general to provide
the intelligence officer with any help the offiaeeeds to create the birth certificate.

17.  Amendment of s 291 (Destruction of birth certitate created under s 290)

Clause 17 amends section 291 (Destruction of bethficate created under s 290) to extend
the destruction and notification requirements ® c¢hief executive of an intelligence agency
when the birth certificate approval is cancelled.

18. Amendment of s 299 (Indemnity for issuing agegcand officer in relation to
creation of birth certificates)

Clause 18, as a consequence of the amendmentittns289, amends section 299 (Indemnity
for issuing agency and officer in relation to creatof birth certificates) to impose a

requirement on the intelligence agency to indemttig/registrar-general, or an officer of the
registrar-general from any civil liability incurreds a result of the creation of the birth
certificate in accordance with a birth certificaggproval.

19.  Amendment of sch 6 (Dictionary)

Clause 19 amends schedule 6 (Dictionary) by sighgpghat the definitions of ‘intelligence
agency’, ‘intelligence officer’ and ‘chief execugiwfficer’ as they apply to chapter 12 of the
PPRA are contained in section 280.

Part 4 Amendment ofPublic Safety Preservation Act 1986

20.  Act amended.

Clause 20 provides that Part 4 amend<Putaic Safety Preservation Act 1986.
21. Amendment of s 3A (extraterritorial application of Act)

Clause 21 amends section 3A (Extraterritorial aapion of Act). Subclause (1) inserts a new
subsection into section 3A ensuring the abilitdéalare a vehicle or a stated area surrounding
a vehicle as a declared evacuation area under aetiois 8GA (Evacuation areas may be
declared), even though the vehicle is outside oéepsland. Furthermore, the amendment
ensures that the declaration of the vehicle oedtarea around the vehicle does not cease
because the vehicle leaves Queensland. For exathiglevill allow a vessel that is to be used
to evacuate persons to a terrorist emergency riecegentre established on the main land from
a Queensland island, or from another vessel, wisch declared area for the terrorist
emergency.
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Subclause 2 ensures that the new subsection idseytesubclause (1) does not limit the
extraterritorial application of the PSPA.

Subclause 3 renumbers the section due to the ioolo$the new subsection by subclause (1).
22. Insertion of new pt 2, div 1 heading

Clause 22 inserts new heading for Part 2, DivididDeclarations and delegations) into the
PSPA

23.  Amendment of s 5 (Declaration of emergency sktion)

Clause 23 amends section 5 (Declaration of emeyggituation) to replace subsection (2) to
insert the term ‘emergency situation certificatataclarify the information which must be
stated in the emergency situation certificate.

Subclause (2) makes a consequential amendmenbsedion (4) due to the inclusion of the
term ‘emergency situation certificate’ into the ts&t.

Subclause (3) replaces subsection (5) ensuringthi@gaicommissioner must still keep the
emergency situation certificate for a period ofeéugs, however, the timeframe for forwarding
the certificate to the office of the Commissionéittee Police Service is not retained as the
office no longer exists. The time frame for forwiaglithe emergency situation certificate and
the location where the certificate is to be kepttarbe dealt with through policy.

24.  Amendment of s 7 (Power to delegate)

Clause 24(1) replaces the heading for section WPt delegate) with section 7 (Delegation
of power for particular periods). This change te lieading was necessary due to new section
7A (Delegation of power to require information).

Subclause (2) redrafts subsection (3) as a consequ the use of the new term ‘emergency
situation certificate’ inserted in section 5 of RSPA.

25. Insertion of new s 7A

Clause 25 creates a new section 7A (DelegatiomwEpto require information). This section
enables the emergency commander to delegate theinfemmation requirement power
provided by section 8AE (Making of information régument) to an appropriately qualified
police officer. This delegation power is consisterith current Queensland Police Service
emergency management policy and procedures whigblesthe emergency commander to
delegate functions in line with the complexity @k of the emergency. Whilst the emergency
commander may delegate this function, the emergeaoymander still remains responsible
for the command, control and coordination of thepoasse to the declared emergency.

Subsection (2) requires the emergency commangstaoh a written instrument of delegation
or revocation, made under this section, to the geraay situation certificate.
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Subsection (3) clarifies that any delegation ttstin force, ends, when the emergency
declaration ends.

26. Insertion of new pt 2, div 2, hdg

Clause 26 inserts a new heading for Part 2, Dimi@dPowers for area in which emergency
situation exists) into the PSPA.

27.  Amendment of s 8 (Powers of emergency commangler

Clause 27 amends the heading for section 8 fromvéPo of emergency commander) to
(General powers). This amendment is as a consegu#rnbe new information requirement
powers provided by new part 2 division 3 (Powereiguire information).

28. Insertion of new pt 2, div 3

Clause 28 inserts new division 3 (Power to requifermation) into part 2 of the PSPA.
Division 3 contains new sections 8AA to 8AR to ¢esan information requirement scheme for
the management and resolution of declared ememggncider the PSPA. By including the
information requirement power as part of the emecgeommander’s powers in Part 2, it will
apply to emergencies declared under Part 2A (Tistremergencies) and Part 3 (Chemical,
biological and radiological emergencies) pursuasiictions 8C(4), 8E(2)-(4), 8FA(2)-(4) and
18 of the PSPA.

Section 8AA (Definitions for division) inserts the definitions that are necessary for new
information requirement powers contained in newsiiiw 3.

Section 8AB (Meaning of authorised personinserts the meaning of who is an authorised
person for an information matter.

Section 8AC (Meaning of unauthorised person)inserts the meaning of who is an
unauthorised person for an information matter.

Section 8AD (Meaning of disclosure recipient)nserts the meaning of who is a disclosure
recipient. Subsection (2) clarifies that a persan be a disclosure recipient irrespective of
whether the disclosure of the information mattethem was lawful or unlawful.

Subsection (3) sets out who is not a disclosurgiest for the purposes of the division 3

(Power to require information). A person who is aotlisclosure recipient pursuant to this
subsection is not subject to prohibitions on disicig an information matter under the division,
including the requirement to seek a disclosureceainder section 8AL (Request for disclosure
notice to be given) or the disclosure offence usgetion 8AJ (Offence for disclosure recipient
to disclose information matter to unauthorised pe)ys

Section 8AE (Making of information requirement) provides police with a power to require
any person, including government agencies, to deownformation, a document or answer
guestions that are necessary for the managemergsolution of the declared emergency
situation.
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Subsection (1) limits the use of the power to dyitime period of the declared emergency and

only if the commander is satisfied on reasonabbeiggs, the person may be able to give the

information, that the information is necessarytf@ management or resolution of the declared
emergency and it is not practicable, in the cirdamses of the emergency, for the information
to be obtained from the person, other than thrahghuse of the information requirement
power. Examples of when it would not be practicalmiéhe circumstances of the emergency,
to obtain the information another way include, &g not limited to, where:

. the information is required immediately, includimipere this does not allow any time
for a person to determine if the release of thermftion is reasonably necessary in
accordance with thieformation Privacy Act 2009;

. due to the sensitive or classified nature of detblout the emergency, not all information
will be able to be provided to the person to endbéér determination if the release of
the information is reasonably necessary in accaelavith thelnformation Privacy Act
2009;

. disclosure of the fact that information is beingigiat, or the nature of the information
sought, needs to be prohibited;

. it will assist in ensuring that the person doespnovide false or misleading information;

. a person refuses to provide the necessary infoomati

. legislation restricts the acquisition, use, disatesor retention of the information;

. the person may benefit from being protected froability under section 8AQ for
providing the information; or

. the person, from whom the information is being $dugequests the making of an
information requirement.

Subsection (2) establishes who can make the intowmaequirement and to whom the
information is to be provided in compliance witle trequirement. Subsection (2)(b) enables
the information requirement to be provided to aqaobfficer, not specifically identified, who
is performing a stated function, as an individufficer’'s shift may end and that officer is
replaced by another police officer. For example, person may be required to contact the
intelligence cell for the declared emergency otates telephone number or email address.

Subsection (3) defines that an information requeenis a requirement made under subsection

(2).
Subsections (4) sets out how the information regouént may be made.

Subsection (5) sets out how a person may be reftorgive the information in compliance
with the information requirement.

Subsection (6) enables the information requireni@riite provided on an ongoing basis, but
only during the period of the declared emergenoy.dxample, a toll road operator may be
required to continuously monitor their system antify police immediately when a vehicle
with a specific registration number is detectedrar system.
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Subsection (7) restricts an information requireniehg made of a person who is reasonably
suspected of having committed or committing andtatile offence that is directly related to
the emergency situation. This subsection makésat that the information requirement power
cannot be used to abrogate a suspect’s rightencsl

Subsection (8) sets out how a person complies wigh information requirement when
providing an electronic document. To comply witk thformation requirement, the document
must be in a form usable by the Queensland Pokcei.

Subsection (9) provides that once the declaratiorilfe emergency ends or is revoked, any
current requirement to provide information ends.

Subsection (10) provides the meaning for the texactronic document’ for the purposes of
section 8AE.

Section 8AF (Person to be informed of relevant matts) specifies the information that must
be provided to a person to whom an information irequent is made, and how that information
may be provided.

Subsection (1) requires, if the information requnieat is made by written notice, the notice is
to contain the prescribed relevant matters.

Subsection (2) requires, if the information regonent is made orally, the prescribed relevant
matters are to be told to the person when the rexpaint is made.

Subsection (3) prescribes the relevant mattersetgrovided to the person to whom the
information requirement is made.

Section 8AG (Offence to contravene information requement) creates an offence for a
person, without a reasonable excuse, to fail toptpmvith the information requirement.

Subsection (2) ensures that privilege againstisetfmination and legal professional privilege
are maintained. Subsection (2)(a) does not appbirtmmstances where a person considers
they may expose themselves to criminal or civbilisy or expose themselves to a penalty for
disclosing the information in compliance with thaformation requirement. Due to the
operation of subsection (5) and section 8AQ (Ptaiedrom liability for giving information),

the person is protected from liability and therefoannot use subsection (2)(a) as a reasonable
excuse for non-compliance with the information riegment.

Subsection (3) clarifies that subsection (2) doeslimit what is a reasonable excuse for
contravention of the information requirement.

Subsection (4) provides protection for a person whgiven an information requirement and
is unable to comply with the requirement, eithemiediately or within the stated timeframe,
due to reasons that are reasonable in the circaoedaas long as the person undertook
reasonable steps to comply with the requiremenpaoded the required information as soon
as was reasonably practicable in the circumstarfe@sexample, a company requested to
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provide CCTYV footage could not provide the footageediately as a technician was required
to transfer the data into a format that would bke &b be viewed by the Queensland Police
Service without the need for specific equipment.

Subsection (5) ensures that the information requerg overrides any requirement under
another Act or rule of law, to maintain confidefitiaor any other restriction on giving the
information. This includes a newer, more specifiovsion, unless the provision expressly
excludes the operation of the section.

Subsection (6) creates the circumstance of aggoavédr the offence of contravening the
information requirement under subsection (1). Thatudes circumstances where the person
intends to, or is reckless as to whether their oomgliance with the information requirement
will seriously endanger the health or safety of pagson; or cause serious damage to property;
or cause serious pollution of the environment;aviosisly prejudice the effective management
or resolution of the emergency situation. A persatl be reckless with respect to the
circumstances of the matter if the person is awére substantial risk that the circumstance
exists or will exist and having regard to the amnstiances, it is unjustifiable to take that risk.

Section 8AH (Offence to give false or misleading fiarmation) creates an offence for a
person to provide information that the person knasvéalse or misleading in a material
particular.

Subsection (2) sets out the circumstances wheoffliece under subsection (1) does not apply
to a person.

Subsection (3) creates the circumstance of aggoavé&tr the offence of contravening the
information requirement under subsection (1). Thdtudes circumstances where the person
intends to, or is reckless as to whether their oomgliance with the information requirement
will seriously endanger the health or safety of pagson; or cause serious damage to property;
or cause serious pollution of the environment;aviosisly prejudice the effective management
or resolution of the emergency situation. A persaht be reckless with respect to the
circumstances of the matter if the person is awéar@ substantial risk that the circumstance
exists or will exist and having regard to the amaances, it is unjustifiable to take that risk.

Subsection (4) provides the meaning for the teromimated officer’ for the purposes of
section 8AH.

Section 8Al (Offence for person to disclose infornmteén matter to unauthorised person)
creates an offence for a person during the deckmeztgency, without a reasonable excuse, to
disclose to a person who is not an authorised pdmdhe information matter, the fact that an
information requirement has been made of the pepsdine nature of the information sought
under the information requirement that is madénefgerson.

Subsection (1) creates the offence for the discbostithe information matter to a person who
is not authorised to receive the disclosure. Thissection limits the period during which a
person can commit the offence to during the pevicitie declared emergency.
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Subsection (2) specifies the circumstances whenoffence provision is excluded from
applying to the disclosure.

Subsection (3) creates the circumstance of aggoavdor the offence of disclosing an
information matter under subsection (1). This idelsi circumstances where the person intends
to, or is reckless as to whether their noncompkawith the information requirement will
seriously endanger the health or safety of anygmermsr cause serious damage to property; or
cause serious pollution of the environment; orasesly prejudice the effective management or
resolution of the emergency situation. A personl Wi reckless with respect to the
circumstances of the matter if the person is awér@ substantial risk that the circumstance
exists or will exist and having regard to the amaances, it is unjustifiable to take that risk.

Section 8AJ (Offence for disclosure recipient to dclose information matter to
unauthorised person)creates offences for the disclosure of an infoilmmatmatter to an
unauthorised person by a disclosure recipient.

Subsection (1) creates the offences for the digobosf an information matter by a disclosure
recipient to an unauthorised person. This subsediiaits the period during which a person
can commit the offence to during the period ofdeelared emergency.

Subsection (1)(a) applies where an authorised pei@othe disclosure of an information
matter subsequently on-discloses the informatiottenawithout a reasonable excuse, to an
unauthorised person.

Subsection (1)(b) applies where an information ema#t disclosed to an unauthorised person
and the unauthorised person subsequently on-dexltdse information matter, without a
reasonable excuse, to another person, knowinging lbeckless as to whether, the person to
whom the disclosure is made is an unauthorisedpers

Subsection (2) and (3) sets out when the offenogigion is excluded from applying to the
disclosure of the information matter by the disalesrecipient.

Subsection (4) creates the circumstance of aggoawvébr the offences of disclosing an
information matter under subsection (1). This idelsi circumstances where the person intends
to, or is reckless as to whether their noncompkawith the information requirement will
seriously endanger the health or safety of anygoersr cause serious damage to property; or
cause serious pollution of the environment; oraseslly prejudice the effective management or
resolution of the emergency situation. A personl Wi reckless with respect to the
circumstances of the matter if the person is awéar@ substantial risk that the circumstance
exists or will exist and having regard to the amaances, it is unjustifiable to take that risk.

Section 8AK (Notice that person released from prolhition on disclosing information
matter) enables the emergency commander to remove, oor&ghthe removal of, the
prohibition from a person disclosing that an infatian requirement has been made or the
nature of the information sought under the requéein
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Subsection (1) sets out when section 8AK applies.

Subsection (2) provides for the giving of the netiemoving the prohibition against disclosure
of the fact that an information requirement hasnbemde or the nature of the information
sought under the requirement. The notice takestdifem the time the notice is given to the
person.

Subsection (3) sets out how the notice may be givéhe person.

Section 8AL (Request for disclosure notice to begn) enables a person during the period
of the declared emergency, who is either a pesainbm an information requirement is made,
or a disclosure recipient, to seek authorisatiarttie disclosure of the information matter to
seek assistance in complying with the informatiequirement, informing employers or

managers that an information requirement has besterar to seek legal advice in relation to
the information requirement or offence provisionsler the information requirement scheme.

Subsection (1) sets out when and to whom the seapgplies.

Subsection (2) sets out to who the person cantbeakving of a disclosure notice, authorising
the disclosure of the information matter to a stagerson and for a stated purpose.

Subsection (3) prescribes the stated purposesHmhva disclosure notice may be given to a
stated person.

Subsection (4) defines who is a relevant officer.

Section 8AM (Obligation to give, or refuse to givedisclosure notice)requires the relevant
police officer to give a disclosure notice in corapte with a request made under section 8AL,
unless the officer reasonably suspects that thegof the notice might prejudice the effective
management or resolution of the declared emergency.

Subsection (1) sets out when this section applies.

Subsection (2) requires the relevant police offioagive the disclosure notice to a stated person
unless it is reasonably suspected that giving thacen might prejudice the effective
management or resolution of the declared emergency.

Subsection (3) sets out how the disclosure notiag lbe given.

Subsection (4) clarifies that the obligation foe dgiving of a disclosure notice does not delay
or otherwise affect the time for which the persomsmcomply with the information
requirement.

Subsection (5) requires the relevant officer tousef to give a disclosure notice in
circumstances where it is reasonably suspectedgikieitg the notice might prejudice the
effective management or resolution of the declamérgency.
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Section 8AN (Person to be informed of relevant magts) specifies the information that must
be provided to a person to whom a disclosure nagiggven, and how that information may
be provided.

Subsection (1) requires, if the disclosure notscmade by writing, the notice is to contain the
prescribed relevant matters.

Subsection (2) requires, if the disclosure notscgiven orally, the prescribed relevant matters
must be told to the person when the notice is given

Subsection (3) prescribes the relevant mattersetgrovided to the person to whom the
disclosure notice is given.

Section 8AO (Procedure if disclosure notice is gimg¢ specifies what the relevant police
officer must do to inform the person who requestesl giving of the disclosure notice if a
disclosure notice is given under section 8AM(2)c@ese subsection (1) does not state a time
for this to occur, section 38(4) of thets Interpretation Act 1954 applies requiring notification

to occur as soon as possible.

Subsections (2) to (4) sets out the information tha relevant officer must record and when
the information is to be recorded.

Section 8AP (Procedure if disclosure notice is refied) sets out what the relevant police
officer must do if they decide under section 8AMi&Yefuse the request to give a disclosure
notice.

Subsection (1) sets out when the section applies.

Subsection (2) sets out the obligations to be uaken if a request for the giving of a disclosure
notice is refused. Subsection (2)(b) requires polita request for a disclosure notice to be
given to a stated lawyer is refused, to allow teespn to nominate another lawyer to be given
a disclosure notice to seek legal advice underase8AL(3)(a)(iii) or (b)(iii).

Subsection (3) sets out how the information magiten.

Section 8AQ (Protection from liability for giving information) provides protection from
liability to a person who, acting honestly and with negligence, provides the information in
compliance with the information requirement, orngeian authorised person who gives
information to the person to whom the informati@guirement was made to enable their
compliance with the information requirement.

Subsections (1) and (2) sets out to whom the seefiplies.

Subsections (3) to (5) prescribes the protectioovided to the person who gives the
information.

Section 8AR (Persons to be informed that emergencsituation has ended)places an
obligation upon the emergency commander to enduaé & person to whom either an
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information requirement has been made or a distosatice has been given, as soon as is
reasonably practicable after the declared emergkasyended, to inform the person that the
declared emergency has ended and therefore theyp daomger prohibited from disclosing the
information matter.

Subsection (2) clarifies that this section does aply if the prohibition on disclosing the
information matter has already been removed bytiaengiven under section 8AK.

Subsection (3) provides the definition for ‘reletvaerson’.
29. Insertion of new s 8BA

Clause 29 inserts a new section 8BA (AppointmenTBRC commander) to enable the
terrorist emergency commander, during a declanedrist emergency, to appoint a terrorist
emergency reception centre commander if it is rezogsto establish a terrorist emergency
reception centre outside of the declared area ferrarist emergency.

30. Amendment of s 8C (Function of terrorist emergecy commander)

Clause 30(1) amends the heading for section 8C ffBumction of terrorist emergency
commander) to section 8C (Function and powersrobrist emergency commander).

Subclause (2) replaces subsection 8C(2) to extemgowers and function of the terrorist
emergency commander to give directions about thi®mpeance of function and exercise of
powers to the terrorist emergency reception centvamander as well as the terrorist
emergency forward commander.

Subclause (3) amends subsection 8C(3) to extendpiblecation of the section to require the
terrorist emergency reception centre commandeonapty with the directions of the terrorist
emergency commander and provide that the terremsrgency reception centre commander
is also subject to the management and controleotetrorist emergency commander.

Subclause (4) replaces the existing subsection )8@(4extend the terrorist emergency
commanders powers to include the powers that aristremergency reception centre
commander has in addition to having the powers h&f terrorist emergency forward
commander.

31. Amendment of s 8E (Function of terrorist emergecy forward commander)

Clause 31 amends section 8E to provide the tetrem&rgency forward commander with the
function and powers an emergency commander has pade?, including the new information

requirement power under part 2, division 3 anddilegation of power to require information
under section 7A.

Subclause (3) inserts new subsection 8E(2A) tdit@e the terrorist emergency forward
commander’s function and powers in relation to éixercise of the powers an emergency
commander has under in section 7A and part 2,idivi2 and 3. Subclause (3) also replaces
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subsection 8E(3) to facilitate the use of powerdanrsection 7A and part 2, division 2 and 3
by a police officer acting on the terrorist emergeforward commander’s instructions.

Subclause (4) ensures that the powers provideag&tyos 8E do not limit other powers that
are available to the terrorist emergency forwanshim@nder or a police officer acting on the
commander’s instructions.

Subclause (5) renumbers section 8E(2A) to (5).
32. Insertion of new s 8FA and s 8FB

Clause 32 inserts new sections 8FA and 8FB to geotfie functions and powers of a terrorist
emergency reception centre commander.

Section 8FA (Function and powers of TERC commandenets out the functions and powers
of the terrorist emergency reception centre comraamas for a declared evacuation area
declared under section 8GA and a terrorist emesgeueption centre.

Subsection 8FA(2) provides the terrorist emergemmeption centre commander with the
function and powers an emergency commander has pade?, including the new information

requirement power under part 2, division 3 anddilegation of power to require information
under section 7A.

Subsection (3) facilitates the terrorist emergeremeption centre commander’s function and
powers in relation to the exercise of the powergmergency commander has under section
7A and part 2, division 2 and 3.

Subsection (4) facilitates the use of powers usdetion 7A and part 2, division 2 and 3 by a
police officer acting on the terrorist emergenayeq@ion centre commander’s instructions.

Subsection (5) ensures that the powers provideskbtfon 8FA do not limit other powers that
are available to the terrorist emergency receptentre commander or a police officer acting
on the commander’s instructions.

Subsection (6) stipulates that the powers confeurater section 8FA are subject to section
8PB (Grounds for exercise of power).

Section 8FB (TERC commander’'s power to delegateprescribes when, to whom, and
limitations of the terrorist emergency receptiomtoe commander’s power to delegate the
commander’s functions under the PSPA.

Subsection (4) sets out how the terrorist emergeecgption centre commander is to record
the delegation and any revocation of the delegation

Subsection (5) ensures that any active delegatide when the terrorist emergency ends.

Subsection (6) provides that the delegation of téweorist emergency reception centre
commander’s functions also includes the commangbenvgers.
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33. Replacement of pt 2A, div 1, sdiv 2 hdg (Declation)

Clause 33 replaces the heading of part 2A, divislgnsubdivision 2 (Declaration) to
Subdivision 2 (Declarations).

34. Amendment of s 8G (Terrorist emergency may beetlared)

Clause 34(1) amends the example of what may bevanmactivity in section 8G(3) to clarify
that a declared area may be a stated moving metocle or vessel or an area surrounding a
specified person.

Subclause (2) is a technical amendment to enswethie subsection is drafted within
contemporary drafting styles.

Subclauses (3) and (4) are consequential amendohgate the amendment made in clause 36
inserting new section 8HA (Extension of terroristeggency beyond 28 days) enabling a
regulation to extend the duration of the terragistergency.

35. Insertion of new s 8GA

Clause 35 inserts new section 8GA (Evacuation aregsbe declared) prescribing when and
why the terrorist emergency reception centre contleamay declare a ‘declared evacuation
area’.

Subsection (2) prescribes the areas or vehicleshwhay be declared as a declared evacuation
area for the terrorist emergency.

Subsection (3) requires the stated areas for ttlamdel evacuation areas to be the smallest area
necessary to effectively manage the evacuationeo$gms or to effectively manage the
reception, identification and assessment of perstireseby limiting the area in which the
terrorism emergency powers can be utilised.

Subsection (4) requires that the terrorist emergeaception centre commander is to issue a
terrorist emergency evacuation certificate as smopracticable after making a declaration.
The certificate must state each declared evacuaiea and the date and time of the
declaration.

Subsection (5) allows the terrorist emergency regepcentre commander to change the
description of a declared evacuation area at ang by amending the certificate and stating
the date and time of amendment.

Subsection (6) provides that unless ended soon#rebierrorist emergency reception centre
commander, the declaration ends when the declaratia terrorist emergency has ended.

Subsection (7) provides the definition of vehiae the section.
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36. Replacement of s 8H (Extension of terrorist emngency beyond 7 days to a
maximum of 14 days)

Clause 36 replaces section 8H (Extension of teatrernergency beyond 7 days to a maximum
of 14 days) with new sections 8H (Extension ofdest emergency beyond 7 days) and 8HA
(Extension of terrorist emergency beyond 28 days).

Section 8H (Extension of terrorist emergency beyond days)enables the Premier and the
Minister to extend a terrorist emergency beyondiial seven days, up to a maximum of 28
days, by up to seven day increments, in circumsgmdhere it is necessary to protect life or
health or to protect critical infrastructure. Thpsovides the Premier and Minister greater
flexibility to ensure terrorist emergency powerse available to police to protect the
Queensland community.

Section 8HA (Extension of terrorist emergency beyah 28 days) permits the terrorist
emergency to be further extended by regulatiomef ¢circumstances of the terrorist act or
threats of further terrorist acts necessitate tiriguation of the terrorist emergency. Each
regulation can only extend the terrorist emergdncg maximum of 14 days.

37. Amendment of s 8l (Relevant person must end terist emergency in particular
circumstances)

Clause 37 amends section 8l (Relevant person nmekttegrorist emergency in particular
circumstances) by replacing subsection (1) to regie terrorist emergency commander, the
Premier or the Minister to end the terrorist emeoyeif the purpose of protecting life and
health or critical infrastructure is no longer nesagy.

Section 8I(3) provides that a regulation made ursgetion 8HA expires when the terrorist
emergency ends.

38. Replacement of s 8J (Dealing with the terroristmergency certificate at the end of
the emergency)

Clause 38 replaces section 8J with new sectio®&4aling with certificates at end of terrorist
emergency). This amendment in effect removes theftame and requirement for forwarding
the terrorism emergency certificate to the offitéh@ Commissioner of the Police Service as
the office no longer exists and the time frameféswarding the certificate and the location
where the certificate is to be kept are to be dedh through policy. New section 8J still
requires the terrorist emergency forward commataezcord the date and time of the ending
of the terrorist emergency on the terrorist emecgeaertificate. The section also requires the
commissioner to keep any terrorist emergency evexuaertificate as well as the terrorist
emergency certificate for a minimum period of seays.
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39. Amendment of pt 2A, div 2, sdiv 1, hdg (Terrost emergency officer powers)

Clause 39 amends the heading of part 2A, divisiosubdivision 1 (Terrorist emergency
officer powers) to part 2, division 2, subdivisi@an(Terrorist emergency officer powers for
declared areas).

40. Replacement of s 8L (Grounds for exercise of per)
Clause 40 replaces the existing section 8L (Grofimdexercise of power).

Subsection 8L(1) prescribes when and for what mepa@ terrorist emergency officer may
exercise a terrorist emergency power under se@n(Power to control movement of
persons).

Subsection (2) prescribes when a terrorist emesgefficer may exercise terrorist emergency
powers, other than under section 8M.

Subsection (3) limits the exercise of terrorist egeacy powers to during the period of the
terrorist emergency.

Subsection (4) provides that a terrorist emergeasfliger may use force that is reasonably
necessary when exercising a terrorist emergencgpow

41 Replacement of s 8M (Power to control movement persons)

Clause 41 replaces section 8M to, in effect, exthedoower for a direction to be given to a
person who is in a declared area or who it is measly suspected is about to enter a declared
area to go to and stay at or in a declared evanuatiea. New section 8M removes that
gualification for the person to ‘temporarily’ stdut provides an additional safeguard of
requiring the relevant commander to ensure a direcfiven under the section is withdrawn,
when the relevant commander is satisfied thatitteetibn is no longer necessary for a purpose
specified in section 8L(1).

Subsection (1) sets out to whom and when the seapplies to a person.
Subsection (2) prescribes the directions that agrgemcy officer may give to the person.

Subsection (3) requires the relevant commandengare a direction given under the section
is withdrawn, when the relevant commander is gatighat the direction is no longer necessary
for a purpose specified in section 8L(1).

Subsection (4) clarifies that a person who is gigatirection under this section is not under
arrest or in custody for the purposes of the PPRA.

Subsection (5) clarifies that a direction given emnthis section is not an enforcement act for
the purposes of the PPRA.

Subsection (6) provides a definition for the terelévant commander’.
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42.  Amendment of s 8N (Power to search a person Wwaut a warrant)

Clause 42(1) amends section 8N(1) to specificallyesin the section that the search may be
undertaken without a warrant.

Subclause (2) amends subsection 8N(1) to replacedid ‘just’ with ‘recently’ to remove the
immediacy of the person having left a declared &mea terrorist emergency, enabling the
power to search the person to be undertaken inrostances where it is reasonably suspected
the person had recently left the declared areth#oterrorist emergency.

Subclause (3) replaces subsection 8N(2) to enalthéng to be seized where the terrorist
emergency officer reasonably suspects the person usa the thing to cause harm to
themselves or another person.

43. Amendment of s 80 (Power to require name and ddess)

Clause 43 amends section 80 to enable police toreeg person to state their date of birth and
provide evidence of correctness of same, in additiaheir name and address.

Subclause (1) amends subsection 80(1) to replacedhd ‘just’ with ‘recently’ to remove the
immediacy of the person having left a declared &ea terrorist emergency, enabling police
to require the person’s name, address and daiglotdbe undertaken in circumstances where
it is reasonably suspected the person had recéeftlythe declared area for the terrorist
emergency.

44. Insertion of new s 8P

Clause 44 inserts new section 8P (Power to se&ftiele without warrant) to provide a power
for a terrorist emergency officer, without warratat,stop, detain and search a vehicle, that is
in, about to enter or is reasonably suspect ofrttarecently left a declared area for a terrorist
emergency.

Subsection (2) sets out the power that a terrenstrgency officer has to seize items.

Subsection (3) provides that the safeguards caedamchapter 20 of the PPRA apply to this
section.

Subsection (4) clarifies that a power exerciseceutigis section is not an enforcement act for
the purposes of the PPRA.

Subsection (5) provides a definition of ‘vehicler the purposes of the section.
45. Insertion of new pt 2A, div 2, sdiv 1A

Clause 45 inserts a new part 2A, division 2, sukgin 1A (Terrorist emergency officer
powers for declared evacuation areas). The newiaslath includes new sections 8PA to 8PD.

Section 8PA (Definition for sdiv) defines the term ‘terrorist emergency officer’ fibre
purposes of subdivision 1A.
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Section 8PB (Grounds for exercise of powerlimits the exercise of terrorist emergency
powers for declared evacuation areas.

Subsection (1) prescribes when and for what pusp@séerrorist emergency officer may
exercise a terrorist emergency power under se@P@ (Power to control movement of
persons).

Subsection (2) prescribes when a terrorist emesgefficer may exercise terrorist emergency
powers, other than under section 8PC.

Subsection (3) limits the exercise of terrorist eggacy powers to during the period of the
terrorist emergency.

Subsection (4) provides that a terrorist emergeasfliger may use force that is reasonably
necessary when exercising a terrorist emergencepow

Section 8PC (Power to control movement of persongrovides powers to control the
movement of persons in, or reasonably suspectbdinf) about to enter, a declared evacuation
area.

Subsection (1) sets out to whom and when the seapgplies to a person.

Subsection (2) prescribes the directions that eorist emergency officer may give to the
person.

Subsection (3) requires the terrorist emergenceptian centre commander to ensure a
direction given under the section is withdrawn, wike commander is satisfied that the
direction is no longer necessary for a purposeiipdén section 8PB(1).

Subsection (4) clarifies that a person who is gigatirection under this section is not under
arrest or in custody for the purposes of the PPRA.

Subsection (5) clarifies that a direction given emnthis section is not an enforcement act for
the purposes of the PPRA.

Section 8PD (Application of particular provisions b terrorist emergency officer)
facilitates the exercise of powers under sectidhsB8P by a terrorist emergency officer in a
declared evacuation area.

46.  Amendment of s 8Q (Power to direct officers gjovernment agencies)

Clause 46 amends section 8Q (Power to direct officegovernment agencies). Subclause (1)
amends section 8Q(1) by removing the referencedepaity commissioner to ensure that the
power to give a direction to another agency is gkdde pursuant to commissioner’s general
power of delegation under section 4.10 (Delegatadrihe Police Service Administration Act
1990.

Subclause (2) amends subsection 8Q(3) to ensura tthigection can be given in relation to
declared evacuation areas.
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Subclause (3) inserts a new subsection 8Q(5) tmventhe requirement to consult with a
government agency prior to a direction being giveompliance with the direction is required

urgently, or is necessary for the safety of theceffto whom the direction is given or another
person.

Subclause (4) renumbers subsection (9) as subs€ti.

Subclause (5) inserts a new subsection (9) td'gldwat this section does not limit other powers
police have under this or any other Act to givediions.

47.  Amendment of s 8R (Report to Minister)
Clause 47 amends section 8R (Report to Minister).

Subclause (1) amends subsection 8R(1) to claréittie commissioner must give a report to
the Minister in compliance with section 8R withim®nths after the declaration of the terrorist
emergency ends.

Subclause (2) amends subsection (2)(a)(iv) to extemat the commissioner’s report must
contain to include any delegation under sections (D&legation of power to require
information), and 8FB (TERC commander’s power tkegdate).

48. Amendment of s 14 (Extension of CBR emergencgyond 7 days)

Clause 48 is a technical amendment to section 1d@arify that the reference is to subsection

(2).
49.  Amendment of s 18 (Powers of CBRE commander)

Clause 49 amends section 18(2) to facilitate thREBommanders function and powers in
relation to the exercise of the powers an emergeanynander has under section 7A and part
2, division 2 and 3.

Subclause (1) omits ‘Notes 1 to 3'. Note 1 is nogler required as subclause (2) inserts the
relevant sections into section 18(2). Notes 2 ane3omitted and reinserted in accordance with
current drafting practices.

50. Amendment of s 43 (Reports)

Clause 50 amends section 43(2)(a)(v) to require ttie report about the CBR emergency
tabled in the Legislative Assembly by the Ministaust include powers delegated under
sections 7A and 19(5) and why and to whom the pswere delegated.

51. Amendment of s 43D (Multiple appointments)

Clause 51 amends section 43D(2) to insert thertstmergency reception centre commander
as a commander that a person can hold multipleiajppents for.
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52. Amendment of s 44 (Protection of employment rigs)

Clause 52 amends section 44(6) to extend the piarteaf employment rights of a person to
include a resource operator direction or a helgation given under Part 2A (Terrorist
emergency).

53.  Amendment of s 46 (Compensation for use of, dage to or destruction of
property)

Clause 53(1) amends section 46 (Compensation ferofisdamage to or destruction of
property) to extend the compensation provisionsdude a resource surrender direction given
under Part 2A (Terrorist emergency).

Subclause (2) renumbers section 46(3)(b) as se4¢6(3)(c).

Subclause (3) inserts new subsection (3)(b) toigeoveference to any claim relating to a
terrorist emergency to be made within 28 days dfieterrorist emergency ends.

54.  Amendment of s 47 (Protection from liability)

Clause 54 amends section 47(2) to extend a protefittom liability, where anything done or
omitted to be done was done so in good faith anthowt negligence, for the terrorist
emergency commander, terrorist emergency forwarchntander, terrorist emergency
reception centre commander, commissioner, deputyrassioners, police officers operating
on their instruction and the stated person inihaid a terrorist emergency.

55. Insertion of new ss 47A and 47B

Clause 55 inserts new sections 47A (Proceedingsffences) and 47B (Use of information
obtained under Act).

Section 47A (Proceedings for offencegrovides for the classification of offences undes t
Act and timeframe for the commencement of procegtbn summary offences under the Act.

Subsection (1) specifies the offences under thevhath are summary offences.

Subclause (2) enables a summary offence under RaRivision 3 (Power to require
information) to be commenced within 2 years afteg tnatter of the complaint arose in
circumstances where a proceeding was previouslyr@med in relation to a circumstance of
aggravation and the proceeding was, or is to seodtinued by the Attorney-General or the
director of public prosecutions.

Section 47B (Use of information obtained under Actgnsures that any information obtained
under this Act may be recorded, retained or usedhi® purpose of performing a function of
the police service despite any provision under aitner Act which restricts the recording,
retention or use of the information, unless theepthct specifically overrides this section.
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56. Amendment of s 48 (Evidentiary provisions)

Clause 56 amends section 48 (Evidentiary provigidhsbclause (1) amends section 48(a) to
insert references to ‘the terrorist emergency conteg the terrorist emergency forward
commander, the TERC commander’. The effect of #mendment is that it will not be
necessary to prove these appointments in a prauwpéali the purpose of the Act.

Subclause (2) inserts new section 48(d) and (e)xtade any document claiming to be a copy
of a terrorist emergency certificate or terroristeggency evacuation certificate is evidence of
the certificate and of the matters stated in thiéfoate.

57.  Amendment of s 50 (Power unaffected by failur® comply with formal provision)

Clause 57 amends section 50(b) to extend the @piplic of the section in relation to

non-compliance with sections 8AE(4)(b), 8GA(4), 8@Aor 8J in relation to issuing of a

terrorist emergency evacuation certificate or catipy the stated requirements on the
certificate.

58.  Amendment of schedule (Dictionary)

Clause 58 amends schedule (Dictionary) to clarigwnterms used as a result of the
amendments made to the PSPA.

Subclause (3) amends the definition of ‘emergenitiagon’ to include, in addition to any
accident, any ‘incident’ that causes or may caudarayer or death, injury or distress to any
person, a loss of or damage to any property oupoi of the environment. This is to ensure
that an emergency situation can be declared irctispeof whether the actions were accidental
or intentional.

Subclause (4) is a technical amendment to ensuatethle definition is in accordance with
current drafting practices.

Subclause (5) clarifies the cross-reference isatagraph (g).

Part 5 Amendment of Terrorism (Preventative Detentbn) Act 2005

59.  Act amended.

Clause 59 provides that Part 5 amendsTeneorism (Preventative Detention) Act 2005.

60. Amendment of s 14 (General provisions that applif the PIM must be notified
about an application to the issuing authority)

Clause 60 amends section 14 to remove the requitdiorehe PIM to be provided with a copy
of the application in circumstances where an urggplication for an initial order was made
without a written application having been prepgsadsuant to sections 79(4)(a) or 79A(2).
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61. Amendment of s 15 (Application for initial orde)

Clause 61 amends section 15 (Application for ihaiaer) by inserting new subsection (6) to
clarify that the provisions contained within thatgon in relation to an application for an initial
order are subject to sections 79 and 79A of the Act

62. Amendment of s 17 (Issuing authority may makenitial order)

Clause 62 amends section 17 (Issuing authority malge initial order) to allow an initial
Preventative Detention Order (PDO) to be made wheperson is only known by a partial
name, alias, nickname or in circumstances whereptdison can only be identified by a
description, including by a photograph.

The ability to issue an initial PDO for a persond®ascription is qualified by the requirement
that the description must be sufficient to identtg person in relation to whom the order is
made.

63. Amendment of s 25 (Issuing authority may makarfal order)

Clause 63 amends section 25 (Issuing authority malye final order) to enable a final PDO
to be made where a person is only known by a padiae, alias, nickname or in circumstances
where the person can only be identified by a dpson, including a photograph.

The ability to issue a final PDO for a person bgatgtion is qualified by the requirement that
the description must be sufficient to identify fherson in relation to whom the order is made.

64. Amendment of s 40 (Requirement to provide nametc.)

Clause 64 amends section 40 (Requirement to pronade etc.) to ensure that a police officer
is able to require a person, who is reasonablyesiiegd of being the subject of the PDO, to
state the person’s name, address and date of birth.

Furthermore, this clause provides that a policeeiffcan require a person who has been taken
into custody under a PDO to state the person’s naddress and date of birth.

65. Amendment of s 53 (Restrictions on questionindetained person)

Clause 65 amends section 53 (Restrictions on qumsg detained person) as a consequence
of the amendment to section 17 (Issuing authoriay mmake initial order) and section 25
(Issuing authority may make final order) which deabnitial and final PDOs to be made where
a person’s name is not known, but the person caaeeguately identified by other means such
as a partial name, nickname, alias or physicalrgesm.

66. Amendment of s 69 (Taking identifying particulas)

Clause 66 amends section 69 (Taking identifyingi@aears) to insert a note to clarify that the

restrictions on taking identifying particulars, etithan under this section, do not apply when
a person has been released from detention und&DRk even though the order may still be
in force.
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67. Amendment of s 70 (Use of identifying particules)

Clause 67 amends section 70 (Use of identifyingiqdars) to enable the use of identifying
particulars to establish or confirm the identityttod person taken into detention under the PDO.

68. Replacement of s 79 (Obtaining orders by telephe or similar facility)

Clause 68 inserts a new section 79 (Electroniciegibn in particular circumstances) to allow
police, in urgent circumstances or due to otheuairstances such as remote location, to apply
to an issuing authority for a PDO or Prohibited @anhOrder (PCO) by telephone, fax, email,
video conferencing, radio or another form of elegic communication.

Clause 68 also inserts new sections 79A-79C to ipemgent applications for a PDO to be
made without the necessity for the preparation ofrdten application and enabling an
application for a PCO at the same time the apptinas being made for a PDO.

69. Amendment of schedule (Dictionary)

Clause 69 amends schedule (Dictionary) to clanérheaning of ‘describédas it applies to a
PDO.

Part 6 Other amendments of Public Safety Preservain Act 1986

70.  Act amended.

Clause 70 provides that Schedule 1 amendPubBc Safety Preservation Act 1986.
Schedule 1  Other amendments of Public Safety Presetion Act 1986

1. Particular references to time and date.

Schedule 1 makes minor technical amendments inrd&eoe with contemporary drafting
practices.
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